# **Сценарий использования**

## **ПО «Программный модуль «\_\_\_»»**

1. **Целевой пользователь.**

Пользователь персонального компьютера и сети Интернет.

1. **Проблема, которую хочет решить целевой пользователь.**

Выявить нарушения и уязвимости, связанных с формами для ввода персональных данных, чтобы избежать кражи этих данных.

1. **Действия целевого пользователя.**

Чтобы решить проблему, пользователь должен выполнить следующие действия:

- установить согласно инструкции ПО «Программный модуль «\_\_\_»», которое будет в качестве расширения для используемого браузера (браузеров);

- зайти на сайт, на котором пользователь хочет выявить нарушения;

- открыть расширение ПО «Программный модуль «\_\_\_»»;

- посмотреть результаты автоматической проверки;

- при желании пользователя он может нажать на кнопку «Проверить», чтобы провести повторную проверку сайта на наличие нарушений и уязвимостей;

- ожидать результата проверки сайта на нарушения и уязвимости, связанных с формами для ввода персональных данных.

1. **Результат, полученный целевым пользователем.**

- в каком виде получит результат?

В окне расширения появится информация о том, являются ли формы ввода персональных данных на сайте безопасными или имеются какие-либо уязвимости.